|  |
| --- |
| АНКЕТА ДЛЯ ПРЕДВАРИТЕЛЬНОЙ ОЦЕНКИ СТОИМОСТИ |
|  |

## Общие организационные вопросы

| **№** | **ВОПРОС** | **ОТВЕТ** |
| --- | --- | --- |
| 1 | Требуемая услуга |  |
| 2 | Реквизиты организации |  |
| 3 | Контактное лицо | ФИО  Должность  Номер  Эл. почта |
| 4 | Перечень территориальных площадок (объектов) и их адреса, на которых планируется проведение аудита |  |
| 5 | Количество информационных систем |  |
| 6 | Информация о количестве автоматизированных рабочих мест (АРМ) и серверов, обрабатывающих персональные данные | АРМ:  Серверов: |
| 7 | Приняты следующие общие организационные меры по защите информации | Назначен ответственный за организацию защиты информации  Проведена классификация: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  класс защищенности  Разработаны положения, приказы, регламенты, инструкции  Разработано техническое задание на создание системы защиты информации  Проведена аттестация информационных систем  Другое: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  Не проводились работы |
| 8 | Цель аттестации/аудита |  |

## Характеристика используемых информационных систем

| № | ХАРАКТЕРИСТИКА | ИНФОРМАЦИОННАЯ СИСТЕМА |
| --- | --- | --- |
| 1 | Типы информационных систем | ИСПДн  ГИС  Автоматизированная система |
| 2 | Названия ИС |  |
| 3 | Наличие подключений информационных систем к информационно-вычислительным сетям общего пользования (отдельно по каждой территориальной площадке) |  |
| 4 | Структура ИС (АРМ, локальная, распределенная) отдельно по каждой ИС |  |
| 5 | Используются ли средства виртуализации (по каждой ИС) |  |
| 6 | Используемые сертифицированные средства защиты информации | Средства защиты от несанкционированного доступа \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  Средства антивирусной защиты  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  Средства межсетевого экранирования  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  Средства VPN  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  Средства защиты средств виртуализации  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  Средства обнаружения вторжений  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  Средства анализа защищенности  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  Другие  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |

## Дополнительная информация

|  |  |  |
| --- | --- | --- |
| № | ВОПРОС | ОТВЕТ |
| 1 | В данном разделе Вы можете указать пожелания, особые требования и иную информацию, которую посчитаете необходимой |  |

## Помощь специалиста

|  |  |  |
| --- | --- | --- |
| № | ВОПРОС | ОТВЕТ |
| 1 | Нужна консультация специалиста | Номера вопросов анкеты, вызвавших затруднения\*: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \*Заполните этот пункт, если Вы сомневаетесь в правильности ответов на отдельные вопросы, и мы с Вами свяжемся |